Don’t open emails or click on links from unknown sources, even if there is a promise of a gift, prize or monetary reward.

You can become the victim of identity theft from social engineering or phishing scams. You also leave the institution open to cyber attacks.

Think before you click!